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The adversary is trying to intercept or manipulate network traffic to or from a device \ T1456 - Drive-By Compromise
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The adversary is trying to control or monitor the device using remote services \
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